


GRAPHIC MAPS
The SCS allows representation of
the system using an unlimited 
number of maps. Navigation icons
allow the passage from one map to
another with the simple double
click on the icon that represents
the part of the system required. An
editor, integrated with the system,
allows the association of each map
with a background (usually a floor
or site plan) for insertion of the
icons that identify the elements
(sensors, actuators, areas, …) and
to position them extremely 
accurately at the exact point 
required.

Using the icons it is possible to
send commands to the element to
which it is associated (e.g. activate
an output, exclude a sensor, etc. ..).
An icon that represents a camera
allows the image from the camera
to be requested and displayed on
the same monitor of the computer
used by the operator or on an 
auxiliary monitor. It is possible to
request either “live” images or
“recorded” images. In case of alarm
the system can be programmed to
automatically activate, on one or
more monitors, the image from the
camera associated with the sensor
that caused the alarm, with a cyclic,

sequenced video display of the
pre/post alarm images. 

CLIENT VIDEOWALL
Usually the Client PC is provided
with a second video card. On the
second monitor the Videowall can
be projected, which allows display
of images directly from the 
cameras and reproduction of
recorded video streams.
The operator can select the images
to be reproduced on the
Videowall. It is also possible to
instruct the system to reproduce
automatically on the operator’s
Videowall, in case of an alarm, the
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images from the scene where the
alarm occurred, as well as video
streams or pre-recorded 
animations.

PLAYER
The Player can project on a 
monitor :
•Live images
•Recorded Pre/Post Alarm images
(the VMPEG4 codec supports this
function)
•Video streams or pre-recorded
animations
•Reproduce live cyclic images
The Player is used, for example, in
front desks, halls, or in areas where

it is convenient to reproduce the
images, without direct intervention
of an operator.  In fact the image
reproduction settings cannot be
modified locally, but must be 
controlled by a Client, managed
automatically by the system or by a
timed schedule. The Player can be
installed on a suitable PC, or it is
possible to set a datalogger to
manage the video equipment so
that its monitor will function as an
integrated Player. A further function
of the integrated Player is the
Dome Player. In this case, the 
datalogger PC can be configured
complete with integrated Player

and Dome Player, using two 
monitors. The live images from the
cameras are reproduced on the
first monitor while on the second
monitor there are the joystick 
controls for a Speed dome. Using
Drag and Drop 
functions it is possible to drag one 
segment of the Player on to the
Dome console and control the
camera using the joystick control
and the saved pre-sets.
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Access to the control terminals is
via double authentication. 

A FIRST AUTHENTICATION gives
a level of access to the Client.
Dependant on the credentials
(configurable by the administrator)
the user can be enabled or 
disabled from directly:
-Modifying their own or other lists
of connections to the various
systems; 
-Being able to use other programs

present on the PC; 
-Being able to close the Client
application;
-Modify their own or other 
credentials for Client access;

A SECOND AUTHENTICATION
allows the user to be authenticated
and access one of the systems for
which they are authorized and to
connect using Username and
Password.

The system provides very flexible
operator management, which can
associate the User with different,
pre-configured user profiles:
supervisor, engineer, guard, and
others. 

These attributes can be freely 
configured and expanded by the
system administrator.  
It is also possible to make specific
restrictions or enable specific
access rights to each individual

operator if necessary.  
The specific access rights per 
operator are used at different
levels. 
It is possible to enable or disable: 
-The display of the status of each
individual object on the system; 
-The reception of events generated
by any single object;
-The activation of actions for any
single object;
-The display of any single map;
-The execution of any single 

command list (macro);
-The display of the status of any
single macrogroup of devices
.
The possibility to enable or 
disable access rights for each 
operator allows the system into
areas of competence.

Security
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SUPERVISOR, configuration of
the system and devices, 
management of all the users and
their access rights, management
of access control badges, 
monitoring the complete system
status.

ENGINEER, has
the same privileges
as the Supervisor
but is not allowed
to manage the
users and their
access rights.

ACCESS CONTROL 
ADMINISTRATOR,
management of access control
badges.

OPERATOR, can
have a completely
personalised set of
access rights.

GUARD, monitoring the 
complete system status.

18
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IVA provides an advanced solution
that performs a fully automated
video monitoring. 
It automatically tracks and identifies
objects, analyzes motion and
extracts video intelligence from IP
video streams. These analytics can
output real-time events and object
data for video data mining or 
storage in a database.
IVA is focused on automating
video analysis and security alerts,
thus eliminating the need for
manual work and the huge 
monitoring costs. It also increases
productivity and efficiency of video
surveillance systems and the 

people who monitor them.

The IVA includes:
•Intelligent Video Motion Detector
•Intrusion Detector
•Video Counter
•Camera Tamper Detector
•Object Left Detector
•Object Removed Detector
•Loitering
These solutions can be deployed
and/or customized to the meet
specific security needs.

IVA can be used in all “sensible”
area including:
•Airports and Ports

•Transportation, Trains and Subways
•Military sites
•Jails
•Hospitals
•Critical infrastructure, Plants,
Nuclear facilities
•Border Control and Perimeter
Security
•Commercial / Office /Govt. 
buildings
•Factories and industrial Plants
•High Density Urban areas Public
places
•Financial sectors
•Entertainment and Casinos
•Retail stores, Malls and Shopping
centers

Motion Detector
It analyzes video in real-time and
detects valid motion in a scene. 
It filters out “noise” such as lighting
changes, natural tree movements,
water movements, small animals,
and even small video artifact noise.
This vastly improves reliability while
suppressing unwanted false alarms.
It can be used for providing 
real-time alerts and start/stop
commands to DVRs, NVRs or
other Video Management Systems.
It can also track moving objects. 
Intrusion Detector-Line Crossing
It provides automated perimeter
monitoring and secure area 

protection to someone entering
into a restricted area. 
Camera Tamper Detector 
Camera Tamper Detector monitors
the video and automatically detects
camera failure or sabotage. The
product detects any attempts to
tamper with the camera – partially
or completely blocking its lens or
field of view, or drastically changing
the camera angle. 
Object Left Detector
It continuously monitors an area to
detect objects or baggage that
have been left unattended for too
long in the scene. It looks for
objects that are not part of the

“normal” scene and issues real-time
alerts upon detecting exceptions.
Object Removed Detector
It will keep an eye on your valuable
assets. It continuously monitors a
scene and detects and alarms
when any valuable property is
removed from the scene.
Loitering
It is a powerful “intelligent video”
application,  alerts the operator
that someone has lingered for too
long in a certain area. 
Thermal camera
The SCS IVA support thermal
cameras picture. 
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